
Mit dem NISG 2026 wird die EU Cybersicherheits-Richtlinie (NIS-2) in nationales Recht umgesetzt. 
Betroffene Unternehmen müssen ab Oktober 2026 Sicherheitsmaßnahmen implementieren, 
Vorfälle melden, Lieferkettenrisiken managen und Nachweise über ihre Maßnahmen führen. 

Wer ist betroffen?  
 
 Neue Sektoren: Chemie, Lebensmittel, Medizinprodukte und -geräte, elektronische und optische 

Geräte, Fahrzeugbau, Maschinenbau 
 Mittlere und große Unternehmen: über 50 Mitarbeiter bzw. 10 Mio. Eur Jahresumsatz 
 Klein- und Kleinstunternehmen im Rahmen der Lieferkette!  

 

  
 
 
 
 
 
  
 
 
 
 
 
 
 

          
  

https://www.icc-austria.org/de/Seminare/aktuelle-Themenbereiche/3840.htm


Hintergrund 

IT-Systeme sind ein ganz wesentlicher Bestandteil des 
Geschäftslebens. Einheitliche und vor allem hohe 
Sicherheitsniveaus sind daher immer wichtiger.  
 
Mit dem NISG 2026 wird die EU Cybersicherheits-Richtlinie 
(NIS-2) in nationales Recht umgesetzt. Die Richtlinie betrifft 
viele neue Sektoren der Wirtschaft und wird dort auf alle 
Unternehmen mit über 50 Mitarbeitern bzw. mehr als 10 
Mio Eur Jahresumsatz angewendet. Aber auch kleinere 
Betriebe werden im Rahmen der Lieferkette neue 
Vorgaben von Ihren Partner erhalten!  
 
Betroffene Unternehmen müssen ab Oktober 2026 
Sicherheitsmaßnahmen implementieren, Vorfälle melden, 
Lieferkettenrisiken managen und Nachweise über ihre 
Maßnahmen führen. Verstöße können mit hohen 
Geldstrafen geahndet werden. 
 
 

Das Wesentliche 
 

 NISG 2026: Fakten & Praxistipps  
zur nationalen Umsetzung der 
EU NIS-2 Richtlinie durch das 
NISG 2026 

 Implementierungsunterschiede 
in Europa 

 Klärung der Betroffenheit 
 Pflichten 

o Risikoanalyse 
o Aufsichtsmaßnahmen 
o Berichtspflichten 
o Schulungen 

 Sicherheitsanforderungen 
 Vorgehen bei Sicherheitvorfällen 
 Business Continuity 
 Lieferketten-Sicherheit 
 Kommunikation mit den 

Geschäftspartnern 
 Management-Haftung 
 Strafen 
 Best Practices 

 

 

Zielgruppe 
 Firmenjurist:innen 
 Compliance Manager:innen 
 Rechtsanwält:innen 
 Geschäftsführer:innen 
 Mitarbeiter:innen von Maschinen- und 

Anlagenbauunternehmen 

Follow us on  

Unser Experte 
Michael Krausz  
studierte Physik, Informatik und Rechtswissenschaften in Wien und den USA und ist ausgebildeter 
Berufsdetektiv sowie Buchautor zum Thema Behandlung von Sicherheitsvorfällen. Er hat seit 1998 
Kunden in 32 Ländern auf 4 Kontinenten bei der Vorbeugung und Behandlung schwerer und 
schwerster extern oder intern ausgelöster Sicherheitsvorfälle unterstützt und widmet sich seit 2002 
besonders der Vorbeugung durch Informationssicherheitsmanagementsysteme in komplexen 
Governance-Umgebungen (ISO 27001, COBIT, NIS/NIS-2, DORA, andere) sowie der 
Verhandlungsführung und Unterstützung des Executive Managements und der IT im Ernstfall. 
 

 
  

https://www.linkedin.com/company/3192396
https://vimeo.com/iccaustria


     
     

    
 

    
  

    
 

   
    

  
    
    

   
    

   
   

   
 

    
     

     
     

    
 

    
  

    
 

   
    

  
    
    

   
    

   
   

   
 

    
     

     
     

    
 

    
  

    
 

   
    

  
    
    

   
    

   
   

   
 

    
     

     
     

    
 

    
  

    
 

   
    

  
    
    

   
    

   
   

   
 

    
     

Erweitern Sie Ihr Wissen ! 
Compliance in der Türkei 
29. Jänner 2026, Online 

 

CHINA - Datenschutz & Cybersecurity 
3. März 2026, Online 

 

KI trifft DSGVO: 
Wechselwirkungen im Technikexport 
10. März 2026, Online 
 

Marken- und Produktpiraterie 
26. März 2026, Online 

Werden Sie 
Mitglied bei uns ! 

Profitieren Sie, neben der 
kostenfreien Beratung zu 

unseren Themen, von unseren 
vergünstigten Preisen für 

Seminare / Online-Trainings, 
Inhouse Schulungen und 

Publikationen. 

Weitere Informationen zu einer 
Mitgliedschaft finden Sie hier ! 

 Datensicherheit für KMUs 
NIS-2/NISG 2026 

 

18. März 2026,  
10 – 12 Uhr und 13 – 15 Uhr MEZ, Online 

 

HIER REGISTRIEREN 
 
 

Teilnahmegebühr pro Person 
inkl. elektronischen Trainingsunterlagen, Teilnahmezertifikat 

€  405,00   + 20% USt. 

Ermäßigter Preis für ICC Austria Mitglieder: 
€  324,00   + 20% USt. 

 

Erhalten Sie 10% Rabatt p. P. bei zeitgleicher Buchung ab 3 Teilnehmenden eines Unternehmens pro Online-Training Termin ! 

Technische Voraussetzung 
Internetfähiger Rechner/Laptop/Tablet oder Smartphone. 
Das Online-Training wird über Zoom abgehalten. Sollte Ihr Unternehmen Zoom nicht standardmäßig nutzen, ist dennoch eine Teilnahme möglich. 
Bei Fragen wenden Sie sich bitte an Ihre hauseigene IT oder auch gerne direkt an uns.  
Sie erhalten 3 Werktage vor Beginn den Link und die Zugangsdaten zur Teilnahme an der Onlineschulung. 
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